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Top 20 Vulnerabilities 

 6:11:06PM at 13-Oct-2011 Report generated on 

Audit performed on: WinAudit(Oct 13 2011  6:07PM) 

192.168.100.40 Machine : 

Audit Policy: Audit Logon Events Failure Vulnerability Name 

No. of Vulnerabilities : 

Vulnerability Number  2215 

 1 

RiskLevel High 

Audit Policy: Audit privilege use Failure Vulnerability Name 

No. of Vulnerabilities : 

Vulnerability Number  2216 

 1 

RiskLevel Low 

Denial of Service Attacks: TCPMaxPortsExhausted Vulnerability Name 

No. of Vulnerabilities : 

Vulnerability Number  2259 

 1 

RiskLevel High 

Force UnLockLogon Not Enabled Vulnerability Name 

No. of Vulnerabilities : 

Vulnerability Number  2270 

 1 

RiskLevel Medium 

Microsoft network server: Digitally sign communications (if client agrees) Vulnerability Name 

No. of Vulnerabilities : 

Vulnerability Number  2369 

 1 

RiskLevel Medium 

NetBIOS: Netbios DoS Name Spoofing Not Ignored Vulnerability Name 

No. of Vulnerabilities : 

Vulnerability Number  2260 

 1 

RiskLevel Medium 

Registry: Allocate floppies. Vulnerability Name 

No. of Vulnerabilities : 

Vulnerability Number  2279 

 1 

RiskLevel Medium 

Total Vulnerabilities :  7.00 
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